
 
 
Data Privacy Policy:  
 
Keystone Bank prioritizes the security and privacy of employee, customer, 
and third-party data, adhering to data protection laws. The policy 
encompasses procedures for collecting, using, disclosing, and safeguarding 
personal data, applicable to all data collected during business operations. 
Personal data is processed only for legitimate business objectives, gathered 
transparently either directly from individuals or through legal means. The bank 
employs technical and organizational measures to prevent unauthorized 
access, disclosure, or alteration of data, supplemented by regular risk 
assessments to address potential security vulnerabilities. 
 


